

E-ID Belangrijkste component van digitale dictatuur en uitsluiting

**De elektronische identiteitskaart (E-ID) zal vermoedelijk vanaf 2026 gratis beschikbaar zijn in Zwitserland. Maar wat voor digitaal avontuur ga je aan met de E-ID? Experts waarschuwen voor dit instrument, omdat het een zeer hoog potentieel voor machtsmisbruik inhoudt voor elk digitaal geregistreerd individu! Deze uitzending laat zien waar de reis met de E-ID ons zal brengen als we niet op tijd handelen.**

Hoe moet u uzelf legitimeren in de virtuele digitale wereld? Om uw eigen identiteit te bewijzen, hebt u de E-ID-kaart nodig. Het Zwitserse parlement is nog steeds overtuigd van de noodzaak van een "E-ID". Vanaf 2026 zal de E-ID gratis beschikbaar zijn, zowel online als bij paspoortkantoren. Het is vergelijkbaar met een identiteitskaart of paspoort in de fysieke wereld. Voorlopig zal de E-ID evenwel de twee documenten echter nog niet vervangen. Hoewel een eerdere versie van de E-ID-wet tijdens de stemming op 7 maart 2021 duidelijk werd verworpen door 64,4% van het Zwitserse volk, komt de Federale Raad met een nieuwe versie van de E-ID-wet! Dit verzoek lijkt nu te slagen, hoewel er nog veel veiligheidsproblemen onopgelost zijn. De E-ID voldoet officieel aan de hoogste normen voor beveiliging en gegevensbescherming, zo wordt beloofd. De gegevensbescherming wordt gegarandeerd door het feit dat gebruikers hun gegevens zelf beheren en opslaan op hun mobiele telefoon, en niet door de staat of derden. (Art. 6, 7 E-ID wetgeving)

**De propaganda belooft alleen maar voordelen van de E-ID**

* Ze is meer dan alleen een digitale ID. Met haar zouden ook andere ID-kaarten, attesten, documenten, rijbewijzen en allerlei soorten tickets opgeslagen of verbonden kunnen worden.
* Het dient als basis voor identificatie bij het verkrijgen van ambtelijke documenten en diensten en van particuliere goederen en diensten.

**Wie bevordert de invoering van de E-ID?**

Internationale projecten zoals ID2020, de digitale strategie van de EU, "Pact for the Future" en de "17 Duurzame Ontwikkelingsdoelen" van de VN evenals "ID4D" van de Wereldbank bevorderen digitalisering. De organisatie ID2020 uit New York werkt bijvoorbeeld aan een transnationale digitale identiteit waarin alle informatie over elk individu moeten samenkomen: Opleidings- en vaccinatiegegevens, financiële status, rekeningen van netwerken zoals Twitter of Facebook, tot en met de gegevens die geproduceerd zijn door smartphones. Tot de ondersteuners van ID2020 behoren Microsoft, de GAVI Vaccine Alliance, de Rockefeller Foundation evenals het International Rescue Committee (IRC). Samenwerkingspartners zijn onder andere de regering van de VS, de EU-Commissie en de VN-vluchtelingenorganisatie UNHCR.

**Maar wat zijn de mogelijke risico's van een E-ID?**

Het leidt vooral tot de massale registratie en opslaan van biometrische gegevens! Er is geen absolute beveiliging voor hun toegang. Er zijn IT-experts die ervan overtuigd zijn dat absolute gegevensbeveiliging een illusie is. Beveiligingsonderzoekers van een computerclub hebben bijvoorbeeld met succes de gangbare oplossingen voor online identificatie op basis van video overwonnen. Ze kregen onder andere toegang tot het elektronische patiëntendossier van een proefpersoon.

De bekende Zwitserse advocaat Philipp Kruse waarschuwt voor de grote risico's van de E-ID! Het is slechts een kwestie van tijd voordat onbevoegde derden toegang krijgen tot biometrische gegevens. Grote bedrijven zouden via politieke kanalen wettelijke vrijstellingen kunnen krijgen om toegang te krijgen tot de E-ID-gegevens van hun klanten. Er zijn al concrete initiatieven voor het gebruik van biometrische gegevens:

* Luchthavens en luchtvaartmaatschappijen wilden gezichtsherkenning gebruiken voor snellere verwerking.
* De Conferentie van Kantonnale Directeuren van Justitie en Politie wilde het gebruiken om sportfans te controleren.
* De inlichtingendienst en verschillende kantonnale politiekorpsen gebruiken al gezichtsherkenningssoftware zonder wettelijke basis.

Er is een gebrek aan bescherming voor gebruikers tegen de marktmacht van grote bedrijven. De E-ID wet maakt de basistechnologie mogelijk die, in combinatie met de lopende internationale ontwikkelingen, leidt tot een aanzienlijke bedreiging van de grondrechten!

**E-ID, centrale bouwsteen van digitale systemen?**

Heel bepaald bestaat het risico dat de E-ID de centrale sleutelcomponent wordt om een groot aantal digitale systemen met elkaar te verbinden:

Bijvoorbeeld met digitale vaccinatiepaspoorten, reispassen, gezondheidskaarten, rijbewijzen, ziekteverzekeringskaarten, orgaandonorkaarten, centraal bankgeld (CBDC), digitale toegangsrechten en verdere dingen tot een sociaal kredietsysteem.

**Conclusie:**

Leg de puzzel in elkaar om een compleet beeld te vormen! Herkent u de zich ontwikkelende digitale gevangenis van een volledige totale controle?

Zoals Kla.TV al in vele uitzendingen heeft gedocumenteerd (<https://www.kla.tv/Digitaliseringsproces>), ontstaat er een allesomvattend controlenetwerk dat diep ingrijpt in het leven van elk individu. Ondanks de veel beloofde veiligheidsmaatregelen blijft er dus een groot gevaar dat de E-ID een bijkomend instrument wordt voor staatstoezicht en commerciële exploitatie van persoonlijke gegevens, tot en met sociaal kredietsysteem naar het voorbeeld van China.

En dat niet alleen. Wees hiervan bewust: De machtselite van het digitaal-financiële complex is niet alleen uit op totale controle. Iedereen die niet in het gareel loopt, zal van zijn meest essentiële vrijheden worden beroofd. Als u niet van nut bent voor de heersende elite, kunt u gemakkelijk uit het openbare leven buiten werking worden gezet. We leven al in een tijd waarin gegevensbescherming en individuele vrijheid steeds meer onder druk komen te staan. Het is belangrijk voor het overleven dat we achter de schermen van zulke verraderlijke technologieën kijken. De E-ID blijkt ook duidelijk een wolf in schaapskleren te zijn. Houd u deze invalpoort gesloten. Vormt u een netwerk met mensen die van waarheid en vrijheid houden. Informeer uw omgeving door deze uitzending te verspreiden.

**door mfg.**

**Bronnen:**

E-ID auf dem Durchmarsch! Schweizer Anwalt warnt vor großen Risiken am Horizont!
(E-ID in opmars! Zwitserse advocaat waarschuwt voor grote risico's aan de horizon!)
<https://uncutnews.ch/die-e-id-auf-dem-durchmarsch-schweizer-anwalt-warnt-vor-grossen-risiken-am-horizont/>

Digitale Ausweise – ein Traum für den Überwachungsstaat
( Digitale ID-kaarten - een droom voor de controlestaat)
<https://www.infosperber.ch/politik/welt/digitale-ausweise-ein-traum-fuer-den-ueberwachungsstaat/>

Rockefeller Foundation: Digitale Transformation
( Rockefeller Foundation: Digitale transformatie)
<https://www.rockefellerfoundation.org/initiative/digital-transformation/>

Schweiz: E-ID-Einführung
( Zwitserland: E-ID introductie)
<https://www.galaxus.ch/de/page/die-e-id-darf-starten-was-du-wissen-musst-34726>
<https://politbeobachter.ch/e-id-alter-wein-in-neuen-schlaeuchen/>

Weltbank fördert E-ID
( Wereldbank promoot E-ID)
<https://id4d.worldbank.org/guide/why-id-matters-development>

Computer-Club hackt Online-Identifizierung
( Computer Club hackt online identificatie)
<https://www.ccc.de/de/updates/2022/chaos-computer-club-hackt-video-ident>

Bill Gates drängt auf digitale Zahlungen und Ausweise
(Bill Gates dringt aan op digitale betalingen en ID-kaarten)
<https://uncutnews.ch/bill-gates-draengt-auf-wef-unterstuetztes-globales-digitales-bargeld-id/>

**Dit zou u ook kunnen interesseren:**

--- Aanvullende uitzendingen over dit onderwerp

#Digitaliseringsproces (NL)

[https://www.kla.tv/digitaliseringsproces](https://www.kla.tv/digitaliseringsproces%20)

Ernst Wolff: Digitaal Centraalbankgeld – het einde van de vrijheid! (NL)

<https://www.kla.tv/30965>

**Kla.TV – Het andere nieuws ... vrij – onafhankelijk – ongecensureerd ...**

* wat de media niet zouden moeten verzwijgen ...
* zelden gehoord van het volk, voor het volk ...
* nieuwsupdate elke 3 dagen vanaf 19:45 uur op [www.kla.tv/nl](https://www.kla.tv/nl)

Het is de moeite waard om het bij te houden!

**Gratis abonnement nieuwsbrief 2-wekelijks per E-Mail
verkrijgt u op:** [**www.kla.tv/abo-nl**](https://www.kla.tv/abo-nl)

**Kennisgeving:**

Tegenstemmen worden helaas steeds weer gecensureerd en onderdrukt. Zolang wij niet volgens de belangen en ideologieën van de kartelmedia journalistiek bedrijven, moeten wij er elk moment op bedacht zijn, dat er voorwendselen zullen worden gezocht om Kla.TV te blokkeren of te benadelen.

**Verbindt u daarom vandaag nog internetonafhankelijk met het netwerk!
Klickt u hier:** [**www.kla.tv/vernetzung&lang=nl**](https://www.kla.tv/vernetzung%26lang%3Dnl)
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