Dokumentation

Corona-Warn-App: 5 Fakten, die Sie wissen sollten!

**Die Corona-App soll uns vor künftigen „Pandemien“ retten und Infektionsketten unterbrechen. Doch wie vertrauenswürdig sind diese Corona-Warn-Apps und was erwartet uns in der Zukunft? Kla.TV präsentiert fünf Fakten, die sie unbedingt wissen sollten. Verbreiten Sie diese Sendung breitflächig in Ihrem Bekanntenkreis. Es betrifft uns alle!**

Die Regierungen Europas und der Welt sind sich einig: Die Corona-App soll uns vor künftigen „Pandemien“ retten und Infektionsketten unterbrechen. Sogenannte Tracing-Apps für Smartphones wurden mit zig Millionen Steuergeldern entwickelt und stehen zur Nutzung bereit. Nun gilt es allerorts, die Bluetooth-App strahlen zu lassen, damit sämtliche Geräte in der Nähe eines Nutzers miteinander kommunizieren können. Und schon erhält man, wie durch magische Hand, eine Aufforderung sich in Quarantäne zu begeben. Wie vertrauenswürdig sind diese Corona-Warn-Apps und was erwartet uns in der Zukunft? Kla.TV hat für Sie diese Sendung mit fünf Fakten zusammengestellt, die Sie nicht verpassen sollten. Verbreiten Sie diese Sendung breitflächig in Ihrem Bekanntenkreis, damit wir nicht in einer Handy-App-Diktatur aufwachen ̶. bevor es zu spät ist!

1. Die versprochene Freiwilligkeit
Ganz unabhängig von Fragen zum Datenschutz und zur Datensicherheit: Tracing-Apps dienen als ein weiterer Baustein zur totalen Kontrolle und Steuerung der Bürger. Wir gewöhnen uns daran, jederzeit unser Handy für Pläne der Regierung zur Verfügung zu stellen und die Anweisungen von technischen Geräten zu befolgen. Ohne zu hinterfragen geben wir unsere Selbstverantwortung preis. Heute eine freiwillige App zur Kontaktnachverfolgung, morgen ein App-Zwang und übermorgen ein RFID-Chip unter die Haut?
Eine Regierung, die freiwillige Impfungen zur Pflicht gemacht hat, verspricht uns eine freiwillige Corona-App. Können wir diesem Versprechen trauen? Denn die Bundeskanzlerin der deutschen Regierung, die sagte: „Mit mir wird es keine PKW-Maut geben“, unterzeichnete dann aber Anfang 2019 ein Gesetz zur Einführung der PWK-Maut.
Wie lange dauert es noch, bis man das Haus nur noch mit aktivierter Corona-App verlassen darf? Wann ist der Zutritt ins Restaurant, dem Fuβball-Stadion und dem Supermarkt nur noch mit aktivierter Corona-App möglich? Wann kann nur noch kaufen und verkaufen, wenn man einen RFID-Chip an der rechten Hand oder Stirn trägt? (Buchbinde einblenden: Die Bibel, Offenbarung 3,16)
Freiwilligkeit heute, Zwang morgen. Um es mit einer bekannten Parabel zu verdeutlichen: Wirft man einen Frosch in einen Topf mit heißem Wasser, springt er sogleich heraus. Setzt man aber einen Frosch in einen Topf mit lauwarmem Wasser, bleibt er darin sitzen, auch wenn man das Wasser ganz langsam bis zum Siedepunkt und somit bis zu seinem Tod erhitzt.
Schleichende Zwänge: Impfzwang, Totalüberwachung, Internetzensur, Handyüberwachung usw. usf. Dampft das Wasser im Topf schon?

2. Die hochgelobte Datensicherheit
Die Bundesregierung in Deutschland plante im April 2020 eine Corona-App, welche sämtliche Bewegungsdaten der Handys zentral speichern und auswerten sollte. Um bei der Frosch-Parabel zu bleiben: Dies wäre eine zu schnelle Erhitzung des Wassers im Kochtopf gewesen. Rund 300 internationale Wissenschaftlerinnen und Wissenschaftler unterschrieben einen offenen Brief an Bundesminister Spahn. Darunter der Chaos Computer Club als größte europäische Hackervereinigung. Sie schrieben, die geplante Corona-App sei höchst problematisch. Die deutsche Bundesregierung krebste zurück und wählte einen dezentralen Ansatz. Seither ist breitflächige Kritik an der App verstummt. Mit anderen Worten: Es lässt sich noch leben im Kochtopf.
Technologie-Giganten wie Google und Apple loben die Corona-App sogar. „Alle Daten bleiben auf dem persönlichen Gerät“. Das ist ihr Versprechen. Weshalb plötzlich so lobende Töne von Google und Apple, zwei Riesenkonzerne, die fast 100 Prozent des Smartphone-Marktes abdecken? Das Vorgehen der Milliardenkonzerne hat es bereits demonstriert! Google und Apple schalteten im Vorfeld auf allen Handys ohne Rückfrage des Nutzers eine Schnittstelle frei, um den Weg für die Corona-App zu bahnen. Die Corona-App in den deutschsprachigen Ländern wurde quelloffen programmiert. Das heiβt: Jeder Fachmann und jeder Laie kann den Programm-Code der Corona-App einsehen und ist beruhigt. Aber die Scheinruhe trügt! Denn was sich hinter der aufgeschalteten Schnittstelle von Google und Apple verbirgt, bleibt geheim und in den Händen interessengebundener Milliardenkonzerne. Diese Schnittstelle ist aber der entscheidendste Teil zur Datenauswertung!
Auch sonst sieht es bezüglich Datenschutz und Sicherheit alles andere als rosig aus. Installiert man zum Beispiel die Corona-Warn-App auf einem Android-Handy, muss man die GPS-Standortdaten freigeben. Wieso denn das? Die Bundesregierung beschwichtigt: Dies sei technisch nicht anders umsetzbar gewesen. Die App verwende die GPS-Standortdaten nicht, auch wenn man diese freigeben müsse. Interessant. Wie verwerten Google, Apple und Co. die aktivierten GPS-Standortdaten? Wären die Smartphone-Hersteller, die sichtlich im Stande waren, selbst auf allen Handys eine neue Schnittstelle ohne Einwilligung freizuschalten, nicht in der Lage, eine technische Lösung für das Problem zu finden? Wieso eine so Datenschutz-kritische Funktion am Handy aktivieren, die es angeblich gar nicht für die App braucht?
Serge Vaudenay, Professor für Kryptographie an der ETH Lausanne zeigt weiter auf, dass zum Beispiel in der Schweizer Covid-App massive Sicherheitsmängel existieren. Er hat dem Bundesamt für Informatik und Telekommunikation einen Bericht vorgelegt, dass die international anerkannte Schweizer Vorbild-App über drastische Datenschutz-Mängel verfüge: Dritte könnten die Telefone problemlos zurückverfolgen. Gleicht man die anonymisierten Daten mit Drittpersonen ab, lasse sich die Identität des Benutzers herausfinden, so der Professor.

3. Verlässliche Ergebnisse sind umstritten
Dass die Corona-Warn-App verlässliche Ergebnisse liefern soll, ist bei Entwicklern und Technikexperten umstritten. Dazu schreibt der Chaos Computer Club: „Der gewünschte Einsatzzweck der Bluetooth-Technologie ist neu und in diesem Ausmaß gänzlich unerprobt.“
Vielerorts ist zu lesen, dass die Technologie eine Entfernung von zwei Metern gut erkennen kann. Das halten jedoch Bluetooth-Experten wie Alexander Heinrich für viel zu optimistisch. Heinrich ist Wissenschaftlicher Mitarbeiter am Institut für die Sicherheit von Mobilgeräten in Darmstadt. „Das mit der Entfernung funktioniert nicht wirklich gut“, meinte er in einem Interview. Grund für die Probleme bei der Distanzmessung sei die große Zahl der verschiedenen Handy-Modelle. Die Signalstärke gebe nur sehr bedingt Aufschluss über die tatsächliche Entfernung des Absenders. Auch ob die Handys in der Hosentasche seien oder in der Hand gehalten würden, habe Einfluss auf die Stärke der Signale. Die Forscher kamen zu dem Schluss: Realistisch betrachtet kann die gemessene Entfernung der Tracing-Apps bis zu acht Metern betragen! Stimmen solche Expertenaussagen, wäre die App schon im Vornherein zum Scheitern verurteilt.

Eines steht fest: Selbst wenn die Corona-Warn-App nicht „erfolgreich“ wäre, wird sie dennoch als Wegbereiterin für höhere Ziele dienen. Regierungen werden bessere Mess- und Ortungstechniken fordern, die für neue Geräte in zentimetergenauen Ortungssystemen gipfeln. Denkbar wäre auch, zusätzlich die GPS-Standortauswertung als unverzichtbar zu erklären. Beobachten Sie kritisch, was die Zukunft bringt!

4. Die Mikrowelle in der Hosentasche
Renommierte Wissenschaftler haben schon vor Jahren in über 30.000 aufwändigen Studien und Publikationen nachgewiesen, dass Mobilfunk ernsthaft schädigende bis tödliche Auswirkungen auf Mensch, Tier und Umwelt hat.
Eine Studie der Universität Haifa bestätigt zum Beispiel, dass Handys in den Hosentaschen von Männern deren Fruchtbarkeit schädigen. Ärzte rätseln derzeit, warum eine Zunahme von Hodenkrebs bei jungen Männern festzustellen ist. Es scheint offensichtlich, dass Handystrahlung, übrigens auf der gleichen Frequenz wie ein Mikrowellen-Gerät, die Zellstruktur der Genitalien verändern kann. Die Mobilfunkhersteller sichern sich in ihren Handbüchern ab, indem sie Sicherheitsabstände bis zu einem Meter einfordern. Nur, wer betreibt in der Praxis sein Smartphone mit diesem Sicherheitsabstand?
Wider besseres Wissen entwickelt man neue App-Systeme, die dauerhaft schädigende Strahlung verursachen!
Die Corona-Warn-App nutzt für die Handyortung Bluetooth auf den Frequenzbändern zwischen 2,4 und 2,485 Ghz.
Also kommt eine weitere dauerhafte Strahlungsquelle hinzu und gefährdet neben den schon höchst gefährlichen Strahlen von Mikrowellen, WLAN usw. die Gesundheit der Bevölkerung.
Denkt man an das durch Mobilfunk verursachte Leid der Menschheit, erscheint es wie ein schlechter Scherz, dass es bei der Corona-App um die Gesundheit der Bevölkerung gehen soll.

 5. Ohne Smartphone lebt es sich noch smarter

„Studie belegt: Ständig das Smartphone zu checken macht unglücklich.“ (rundschau-online.de)
https://www.rundschau-online.de/ratgeber/digital/-nur-schnell-was-checken--warum-das-smartphone-auf-dem-tisch-uns-ungluecklich-macht--29916570

„Wer kein Handy hat, gilt heute als Exot – kann aber Fähigkeiten wie Präsenz, Toleranz und Intuition wiederentdecken.“ (nzz.ch)
https://www.nzz.ch/gesellschaft/es-geht-auch-ohne-handy-ld.1346664

„Kein Bock auf ein Smartphone: Diese 27-Jährige ist glücklich mit ihrem alten Nokia.“ (Aargauer Zeitung)
https://www.aargauerzeitung.ch/leben/digital/kein-bock-auf-ein-smartphone-diese-27-jaehrige-ist-gluecklich-mit-ihrem-alten-nokia-130483235

Smartphone macht unglücklich - Je mehr Zeit Teenager vor dem Bildschirm verbringen, desto unzufriedener sind sie.
https://www.nzz.ch/digital/smartphone-macht-ungluecklich-ld.1350875?reduced=true

Ohne Smartphone lebt es sich gesünder, entspannter und auch smarter. Denn ohne die ständige Kontrolle und Bevormundung solcher Diktatur-Apps wird Eigenverantwortung, Selbstbestimmung und Intuition wieder gefördert!
Teilen Sie Ihr Wissen über die Corona-App mit Ihren Freunden. Es betrifft uns alle. Besten Dank!
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**Das könnte Sie auch interessieren:**

#Dokumentarfilm - [www.kla.tv/Dokumentarfilme](https://www.kla.tv/Dokumentarfilme)

#Coronavirus - [www.kla.tv/Coronavirus](https://www.kla.tv/Coronavirus)

#CoronaApp - Corona-App - [www.kla.tv/CoronaApp](https://www.kla.tv/CoronaApp)

**Kla.TV – Die anderen Nachrichten ... frei – unabhängig – unzensiert ...**

* was die Medien nicht verschweigen sollten ...
* wenig Gehörtes vom Volk, für das Volk ...
* tägliche News ab 19:45 Uhr auf [www.kla.tv](https://www.kla.tv)

Dranbleiben lohnt sich!

**Kostenloses Abonnement mit wöchentlichen News per E-Mail erhalten Sie unter:** [**www.kla.tv/abo**](https://www.kla.tv/abo)

**Sicherheitshinweis:**

Gegenstimmen werden leider immer weiter zensiert und unterdrückt. Solange wir nicht gemäß den Interessen und Ideologien der Systempresse berichten, müssen wir jederzeit damit rechnen, dass Vorwände gesucht werden, um Kla.TV zu sperren oder zu schaden.

**Vernetzen Sie sich darum heute noch internetunabhängig!
Klicken Sie hier:** [**www.kla.tv/vernetzung**](https://www.kla.tv/vernetzung)
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